Senior Scam Stopper Event

Jack Cleary, Aide to
Councillmember Robinson



Pop-Up Ad
Scams

A pop-up ad scam is a deceptive online
advertisement that appears suddenly on your
screen, often mimicking legitimate alerts.

These ads may trick users into clicking malicious
links, downloading malware, or sharing personal
information by claiming urgent issues like fake
virus warnings or too-good-to-be-true deals.

Staying cautious and avoiding interaction is key to
protecting your device and data.
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warning:
Your protection from viruses has expired!

Purchase a subscription now to fight back against malware and other cyber threats.

U McAfee Accept risk Get protection
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How Do We Get Rid of It?

* On a computer: The web browser must be closed. Here are some simple
ways to do that:

* Close the program in the traditional way by clicking the red X in the top
right corner.

* If it will not let you click the red X, trying using the “Force Quit”
keyboard shortcut to close the program. You can do this by holding the
“ALT” key and pressing “F4." Also known as “ALT+F4".

« Some keyboards require the “Fn” aka the “function” key to engage the
F4 key, if the "ALT+F4" method is not working, hold the "ALT” and “Fn”
keys and then press F4.

» Apple Computers: Hold the “command” key and press “Q”
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How Do We Get Rid of It?
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Better Safe Than Sorry!

* |f you are truly worried about a potential security threat on your
device, take it to a professional! (or the techy grandchild!)

* Never call the phone numbers on scary looking
screens!

* In-person assistance Is always more secure than speaking over
the phone.




Thank You!

Pick Up A Handout in the Back!
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